Syed Abdus Salam
LinkedIn: https://www.linkedin.com/in/Syed_salam/                                                        Email: salamandsalam786@gmail.com
[bookmark: _Hlk200301350]GitHub:	https://github.com/001Haze                                                                          Mobile:  +91-7063911128
Portfolio: https://www.syedsalam.me/	
[bookmark: BlueViolet_Skills_Summary]SKILLS
· Languages:	C++, C, Python, Java
· Frameworks:	HTML and CSS, React
· Cyber Security:         Linux, Network Security, Digital Forensics, Vulnerability Management
· Tools/Platforms:	MySQL, RHEL, Ethereum, Linux, Splunk, Nmap, AWS, Remix
· Soft Skills:	Problem-Solving Skills, Team Player, Project Management, Adaptability
[bookmark: BlueViolet_Internship] INTERNSHIP
Outlier AI Position: AI MODEL TRAINER	   Jan 2025- Present
 Freelancer•

· Focused on training AI models, especially in the domain of mathematics.
· Gained hands-on experience in model fine-tuning based on real-world context and subject-specific requirements.
· Collaborated with teams to enhance the efficiency of AI-driven solutions
Summer Training in C++	       June 2024 – July 2024•

Techvento Academy
· [bookmark: _Hlk200310644]Completed 6-week hands-on training in C++ focusing on core programming concepts, OOP, and STL.
· Strengthened debugging skills using Dev C++/Code::Blocks and applied test cases to validate program logic.
· Developed Student Management System: Built a menu-driven C++ console application to manage student records with features like add, delete, search, and display. Used file handling for data persistence and applied concepts of classes, structures, and modular design.
· Tested with 50+ dummy records to validate persistence logic and modular structure.
[bookmark: BlueViolet_Projects]PROJECTS
· [bookmark: _Hlk200310382]Vulnerability Assessment of Android App using MobSF	    	                       	    Jan 2025 - Apr 2025
· Conducted static and dynamic analysis of an APK using Mobile Security Framework(MobSF).
· Leveraged Frida for runtime instrumentation to circumvent root detection mechanisms in 10+ Android applications, exposing vulnerabilities that could be exploited to bypass security protocols. 
· Used Frida for runtime instrumentation to bypass root detection mechanisms.
· Intercepted insecure API requests using Burp Suite and ADB commands for app interaction.
Tech: MobSF, ADB, Apktool, Frida, Burp Suite, Jadx
· Home Automation Switch using Raspberry Pi			                          	 July 2023 – Aug 2024
· Developed a smart home automation system using Raspberry Pi, enabling users to control electrical appliances remotely from anywhere, anytime via a web or mobile interface.
· Built a smart home automation system to remotely control 5+ electrical appliances using a web dashboard.
· Demonstrated the project to a panel of 4 faculty members in a university tech expo, receiving positive feedback.
Tech: Raspberry Pi, Python, Flask, HTML/CSS, GPIO, Wi-Fi Networking, Web Server.
CERTIFICATIONS
· Quick Heal Certified Digital Forensic Investigation Certification					 January 2025       
· CompTIA Security+ Certification									 January 2025
· [bookmark: BlueViolet_Education]CompTIA Network+ Certification 									 August 2024
ACHIEVEMENTS
· [bookmark: _Hlk167290500]Successfully bypassed SSL pinning and root detection						           April 2025
Demonstrated advanced reverse engineering skills by successfully bypassing SSL pinning and root detection mechanisms in Android apps using Frida, enhancing understanding of mobile app security.
· Top 10% – Mock CTF Challenge (Mobile Security and Crypto):                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                      January 2025     Achieved top 10% rank in a college-level mock Capture the Flag (CTF) event focused on mobile security and cryptography.
EDUCATION
Lovely Professional University	Punjab, India
Bachelor of Technology - Computer Science and Engineering; CGPA: 7.22	Since August 2022•

St. Mary’s School	    Bathu Basthi,Port Blair•

Intermediate; Percentage: 83%	April 2020 - March 2022
St. Mary’s School	 Bathu Basthi,Port Blair•

Matriculation; Percentage: 78%	April 2012 - March 2020
